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FAA CIO Responsibilities

Ensure the Security of the FAA’s IT Infrastructure and
Applications, Provide Security input to NextGen Program

Establish and Enforce IT Policy across the FAA
Provide IT input to the FAA’s Strategic Plan

Drive Savings from IT Operations, either through FAA
business lines or centralizing and consolidating services

Evaluate the effectiveness of the FAA’s IT Investments
Promote Best Practices in Program Management
Approve ALL FAA IT contracts > $ 250,000

Interact with Regulators, DOT, & other Agencies
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Our Brutal Reality*

Agency Budget s
— The “Squeeze” |

Amount

Time

* Bossidy, Larry, “Execution — The Discipline of Getting Things Done”
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FY 2008 - 2009 Accomplishments

* FAA’s Air Traffic Modernization program was removed
from the GAO “High Risk List” after being on for 14
years. FAA CIO Office was instrumental in this 2-year
effort

* Had no major IT Security “incidents”

* FAAIT Security Organization — Consolidated US
Department of Education — Administrative Network, into
Corporate Governance Model

* . Deployed a Shared Services Organization in CIO’s
Office

— Video conferencing

— Formulation of Enterprise-Wide Datacenter
Strategy
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FY 2008 - 2009 Accomplishments

* Implemented Wireless Intrusion Detection Sensors

* Began installation of Intrusion Detection Sensors in
FAA'’s Air Traffic Control system network

* Pilot tested software security vulnerability scanning

* Developed and implemented a multi-faceted program
to improve security of FAA systems and privacy data

» Demonstrated Further Cost Reductions out of IT
‘Operations, notably server virtualization
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FY 2009 Goals

* Have no major IT Security “incidents”

* FAAIT Security Organization — Provide Services to 2
Additional non-DoD Federal Agencies

* Continue Shared Services Organization Development

— Software Acquisition Process Improvement —
Pilot program using FAA Logistics system

— Enterprise-wide policy development — various
policies — electronic signature, etc.

* Pilot test FAA Logical Access and Authentication
Control System (LAACS)

* Demonstrate Further Cost Reductions out of IT
Operations
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Major IT Contracts

* FAAwill spend $ 2.6 billion on IT and technology
programs in FY 2009, more than any other civilian
agency ! Watch for contract announcements

o (CIO’s office

— HSPD-12 - Identity Management — Going out for open
compete of identity management software, pilot program

test
— Various other consulting, staffing and service contracts
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FAA Small Business goals — FY ‘09

— Small Business:
Goal - 25% Actual - 30%

— Small Disadvantaged Business (incl. 8(a)):
Goal - 10% Actual - 12%

— Women-Owned Business:
Goal -5% Actual - 4.5%

— Service-Disabled Veteran-Owned Business:

Goal -3% Actual - 2%
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Other Contracting Developments

Continued emphasis on small business
contracting

ALL FAA IT contracts over $250,000 are
approved by the CIO’s office

FAA CIO Office COTRs - Lisa Silva, John
Benson, Michelle Clark
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